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Abstract

Functional specification for special upgrade program/procedure for upgrading to 3.0 from a pre-2.2.3 release.
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1 Related Documents

None.

2 Relation to Requirements

This functional specification comes directly from the requirements.

· Minimize required operator attention during install process.

· Should be able to perform a series of steps to start the install and then leave the install unattended.

· Handle all error conditions by detecting, reporting, and then aborting.

· Error recovery is performed by the operator rerunning the utility.

· Utility must support upgrade of system running release 1.2.8 or later.

· Utility must verify the integrity of the install before performing the reboot of the installed release.

Notable changes to original requirements:

· Requirement to verify that virtual servers have failed over has been removed. The release notes will document this as an optional manual step to be performed prior to running the utility.

3 Relation to Roadmap

This is a one time development effort for a special program to upgrade to Delorean/3.X from pre-2.2.3 releases of software.  It will be specially designed and tested to work on those versions: 1.3.3.X and 2.2.Y, where Y < 3.  It will be released in the Delorean time frame and not be used after upgrading to Delorean.

4 Problem Statement

This is meant to work around a number of perceived problems, some of which are:

1. Release 3.0 is risky to place onto what passes for a 512MB flash card formatted with the old, non-dynamic partition layout, but moving to the dynamic layout takes numerous steps.

2. Upgrade software in pre-2.2 releases is highly prone to random file corruption.

3. Manual process, while adequate, is viewed by some to be too lengthy and too interactive and too resource intensive.

5 Solution

Develop a special install program that automates some of the upgrade steps and can run largely unattended for the bulk of its processing.

User logs in as root and runs upgrade from the BSD shell

· User fetches script manually via ftp

· Script performs initial reboot to clear memory, notifies user of reboot operation (not needed?)

· Script prompts user for all reboots (ok to continue)

· Offer the user the option to answer yes to all prompts so upgrade can run unattended

· Minimize down time

· Script resumes installation process after reboot

· Script must verify the integrity of the installed files

· Script must give meaningful notice the upgrade succeeded

· Error handling: detect/report/abort

· Script automatically reboots filer to the secondary flash and system comes up with 3.0.0 running

· Fixed known log location – upgrade log

Tasks Script Performs

· Prompt user for unattended mode

· Initial reboot to clear memory and fail over vservers – highly desireable that this not be necessary

· Resumes after boot

· Downloads the distribution via ftp

· Initializes secondary flash

· Copies files to standby flash

· Does the equivalent of system config copy

· Verifies integrity of copied files

· System reboot -s upon successful completion

· Has error handling for case of non-successful events

· motd update on successful upgrade prior to reboot: rc on initial boot must not change motd, but must change it for subsequent reboots.

· motd-like message on initial admin login.

Notes

· Script ends with the reboot -s

· 1.2.8 is the minimum release level you need to be able to upgrade using this procedure

· Vserver move is an optional step and manual process

6 User Interface 

The user interface consists of a set of steps and shell commands, which will be listed here.

1. [Optional] Move virtual servers over to other filer in cluster if operating in a cluster environment.

2. Log into the management interface of the filer as root user.

3. Change directory to /tmp

· cd /tmp

4. Download the install script and distribution files.  This will be one or two ftp commands similar to

· ftp ftp.server.com
· bin

· get cw_install.sh

· bye

5. Execute install program with no arguments:

· ./cw_install.sh

6. Program prompts for needed information before proceeding with install.

7. Program finishes installation (~45 minutes) and optionally prompts user again if they wish to reboot.

8. System reboots and is running 3.0 on what was the secondary flash.

The release notes will detail the correct ftp URL which the user will need to perform the install.

The release notes will further describe a short set of steps to download the required files to a local ftp server should the user wish to do that.

7 Dependencies

8 Migration Strategy

9 Testing Strategy

Development unit testing will consist of testing the functionality of the program/process when upgrading from 1.3.3.X and 2.2.X, and some subset of error handling (ftp timeouts, missing flash card, bogus arguments, etc).

9.1 Key Limits

9.2 On Disk Formats

9.3 Cluster Operations

Some testing in a cluster environment should be performed.

9.4 Cooperative Testing

10 Performance Criteria
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